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How to Install Cloudsafe

1. Download the installation package (the .pkg file) onto the system.
@ mac_Cloudsafe_Cloudsafe..31_20181101120746.pkg Today, 11:06 AM

2. Run the installation package by double-clicking on it.

3. The warning message may pop up.

“mac_Cloudsafe_Cloudsafe v2.9.0.112_2019
0528230812.pkg"” can’'t be opened because
it was not downloaded from the App Store.

Your security preferences allow installation of only
apps from the App Store.

cloudsafe.me

4. Hit command + space and type security & privacy, then press enter.

E Security & Privacy

5. Go to general and click “Open Anyway”.



® < | > ouH Security & Privacy Ql

FileVault  Firewall  Privacy

A login password has been set for this user Change Password...

Require password 5 minutes B after sleep or screen saver begins

Show a message when the screen is locked

Allow apps downloaded from:
®) App Store
App Store and identified developers

“mac_Clouds...125401.pkg" was blocked from opening because it is Open Anyway

not from an identified developer.

% Click the lock to make changes.

6. Follow the installation instructions.



[ ] w Install Cloudsafe i

Welcome to the Cloudsafe Installer

You will be guided through the steps necessary to install this

¢ Introduction
software.

Destination Select
Installation Type
Installation

Summary

Continue

Getting Started

Once the Cloudsafe Installer has been completed go to the Applications folder on your Mac and find
the Cloudsafe application. Run the application by clicking on it.

Cloudsafe



Logging into Your User Account

1. On the initial start you will be prompted to enter the user email and password you received in the
welcome email.

® @ Cloudsafe

User Account: |

Password:

Proxy Settings
Sign in

2. Once your user email and password has been entered, click “Sign in”.
How to Create a Backup Plan

1. click "Backup Files" or the "Clockwise Arrow" on the toolbar to get started.



[ NN Cloudsafe

Plans Start Refresh Settings Feedback

Backup Plans ?
Restore Plans
Backup Storage
History

O By Pian Welcome to Cloudsafe Backup

[ By Files

Back up Files Restore Backup

?

2. Backup plan: Plan name - Cloudsafe will automatically create a backup plan name based on the
time and date. This name can be edited if you would like to create your own custom name.

Backup plan: Plan name

Specify plan name

Plan name: Backup plan on 2018/11/07 15:04

- | Use block level backup
y Save backup plan configuration to the backup storage
MNote: If your plan has encryption, the encryption password will not be stored by
fi :g security reason. You will have to specify the encryption password during restore.

\ 2 Cancel Go Back
[P |

3. Backup plan: Backup source - Select the folders/files you would like to backup.



Backup plan: Backup source

Specify files and folders you want to backup

» m &) Macintosh HD

vz\g _| Show hidden files and folders Legend

\ - Cancel Go Back Continue
™ [ | i

4. Backup plan: Advanced Filter - Specify which file types you would like to backup in the folder
you previously selected. By default it will backup all files (recommended).

Backup plan: Advanced Filter

Specify file types to backup or to skip
° Backup all files in selected folders
" Backup files of these types:

Specify file types like: *.png; *.txt
Separated by semicolon

" Do not backup files of these types:

Specify file types llke: *.png; *.txt
Separated by semicolon

| Backup empty folders
Do not backup system and hidden files

S o

™ ’—‘ -4 . ~ Cancel Go Back

5. Backup plan: Retention Policy - Here you are able to specify the retention policy for your
backup plan. “"Use default” if a custom retention plan is not needed.



Backup plan: Retention Policy

Specify retention policy for backup files
© Use default
Use default options specified for the whole product
" Specify custom retention policy for backup plan
Delete versions older than
1 3 day % | from @ modified date
v | Always keep the last version
Keep number of versions (for each file)
Keep number of versions: 3 i

" | Delete files that have been deleted locally

Delete after: 30 - days

- Cancel Go Back
a2 oo

6. Backup plan: Schedule - Here you can choose a custom schedule of when Cloudsafe will

automatically create a backup of your files. If no schedule is set the backup will need to be run
manually.

Backup plan: Schedule

Plan can be run manually or automatically by schedule
Enable schedule

| Specific date: 2018/11/07 15:05
o Recurring. Frequency Type: Weekly B
Weekly f

Monday | | Wednesday | | Friday | | Saturday
| Tuesday | | Thursday | sunday

Dally fr

O At 00:00 I

| Every 60 ~ minute(s) from 00:00 _ to 23:59

C' - | Run missed scheduled plan immediately upon boot-up

r J‘l :Q, Stop plan if it runs for: 0 - hour(s) 0 2 minute(s)
1 ’—‘ | 4 e Cancel Go Back

7. Backup plan: Notification - Specify when or if you would like to receive an email notification of
when a backup of your files has been completed.



Backup plan: Notification

Specify notification options

| want to receive a notification email when plan completes

© When plan fails
In all cases

Y =

1 I—‘ | 4 e Cancel Go Back

8. Backup plan: Summary - The final step is to review a summary of your backup plan. This will

include a breakdown of the configurations you selected in the previous steps. Once happy click on
“Done” and the Wizard to create your backup plan will be complete.

NOTE: If you would like to run the plan immediately you can select "Run plan now” before clicking
done. If "Run plan now” is not selected Cloudsafe will run the plan on the scheduled time/date that
was specified previously or it will need to be run manually if no schedule was selected.

Backup plan: Summary

Review plan
Plan name: Backup plan on 2018/11/07 15:05
Save configuration to Cloud
Backup source:
Include:
/
Exclude:
File filter:

Backup all files

Do not backup system and hidden files
Retention policy:

Default retention policy
Schedule:

Occurs every week on:

at 00:00
Notification options:

C’ - When plan fails
] v':‘g Run plan now

% ’—‘ _-\L . Cancel Go Back

9. The backup plan you have just created will now be visible under “Backup Plans” on the left. Click
on the backup plan hame to see more details.

10
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NOTE: If you would like to run the backup plan manually at any stage this can be done by clicking on
“Start”.

ER2E) 3 k=3 3
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How to Create a Restore Plan

1. Click “"Restore Backup” or the "AntiClockwise Arrow" on the toolbar to get started.

o0 @® Cloudsafe

AR 8 O

; lans Start Refresh Ssttiﬁgs Fseaﬁack
Backup Plans

@ Backup plan on 2018{11/07...

Restore Plans

Backup Storage

CloudSafe Backup Storage Welcome to Cloudsafe Backup
History
f‘) By Plan
[ By Files
Back up Files Restore Backup

?

2. Restore plan: Cloud storage - Select the “Cloudsafe Backup Storage” and click continue.

Restore plan: Cloud storage

Select cloud storage

CloudSafe Backup Storage

"‘Q +-©

g Cancel Go Back Continue
™ [ o o
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3. Restore plan: Plan name - Next select whether you would like to run this restore plan just once

or name and save it for future running or scheduling.

NOTE: If you choose to save a restore plan you will be prompted in a following step to schedule the

restore plan.
Restore plan: Plan name

Specify plan name

© Run restore once
Run restare only once when press Finish button on the last wizard

step. No schedule option is available

Save restore plan
Save restore plan options for further running or scheduled restore

Plan name: Restore plan on 2018/11/07 15:33

‘ u Cancel Go Back
1 | > - 2

4. Restore plan: Restore Type - The next step will allow you to specify which backup version of

your data you would like to restore. “Sync before run” will ensure Cloudsafe has the latest version of

your backed up data (Optional).

Restore plan: Restore Type

Restore from specified time

© Latest version
Restore the latest version of selected files

Paint in time

Restore selected files to a particular peint in time. If there was no version of a
given file before this point In time, no file will be restored.
2018/11/07 15:33

Sync before run

‘ \ g Cancel Go Back
1 | > 2
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5. Restore plan: Restore source - Select the files and folders you would like to restore.

Restore plan: Restore source

Specify files and folders you want to restore

» @ o

= -

Cancel Go Back Continue

6. Restore plan: Destination - Here you are able to specify where your restored files will be placed.

NOTE: If the originally backed up files or folders still exists in the chosen destination the restore will
fail unless “Overwrite existing files” is selected.

Restore plan: Destination

Specify the local folder you want to restore the selected objects

°' Restore to original location
" Restore to specific location

Destination: Browse

| Overwrite existing files

Restore only new files
MNote: files with newer date modified attribute will be restored

v ’—‘_ > Cancel Go Back
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7. Restore plan: Encryption Option - This step will allow you to specify a password to decrypt files
if you had an encrypted backup. If your backup was not encrypted you can skip this step and click

continue.
Restore plan: Encryption Option

Specify encryption options
| Decrypt encrypted files with the following password

Password:

Confirm password:

4

1 ’—‘ 4 e Cancel Go Back

8. Restore plan: Notification - Specify when or if you would like to receive an email notification of
when the restore of your files has been completed.

Restore plan: Notification

Specify notification options

| want to receive a notification email when plan completes

© When plan fails
“lIn all cases

1 ’—‘ 4 e Cancel Go Back
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9. Restore plan: Summary - The final step is to review a summary of your restore plan. This will

include a breakdown of the configurations you selected in the previous steps. Once happy click on
“Done” and the Wizard to create your restore plan will be complete.

Restore plan: Summary

Review plan
Backup storage: CloudSafe Backup Storage
Backup prefix: Alyssas-MacBook-Air.local
Plan name: Restore plan on 2018/11/07 15:33

Restore type:

Latest versians
Restore source

/
Destination:

Original location
Encryption: Disabled
Notification options:

When plan fails

Go Back

Cancel

10. The restore plan you have just created will now be visible under “Restore Plans” on the left.
Click on the restore plan name to see more details. If you chose to "Run restore once” in step 3 the
restore plan will run automatically once it has been created. A scheduled plan will restore based on
your defined schedule.

NOTE: If you would like to run the restore plan manually at any stage this can be done by clicking on
“Start”.

[ ] @ Cloudsafe
£ 27 > 8 | @
Plans Start HAefresh Settings Feedback

Backup Plans

5 Backup planon 2018/11/07... O SCHEDULE

)
Huxturs Plams Restore plan on 2018/11/08 11:29 Regular: Enable

3 Restare plan on 2018/11/08... No schedule (Run manually)

Last run time: 2018/11/08 11:32

Backup Storage
CloudSafe Badkup Storage

History
(D By Plan
& By Files

Last run status: Success
Duration: 0.00:00:10
Files: 1
Size: 77.41KB

SOURCE

DESTINATION

CloudSafe Backup Storage

Items:

Restore to original location

16



cloudsafe

11. Your data will now be restored once the Restore Plan has run.

Contact Support

Should you have any problems or issues with any of the above, please feel free to contact our support
department who will be happy to help resolve the issue.

Cloudsafe Support - support@cloudsafe.me

17


mailto:support@cloudsafe.me

